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BOLZANO. Dal 26 al 30 genna-
io 2026, la Data Privacy Week 
pone l’attenzione su protezio-
ne dei dati e sicurezza delle 
informazioni. Questa settima-
na di sensibilizzazione sottoli-
nea come la tutela della priva-
cy non possa essere ridotta a 
una  mera  documentazione  
formale o a interventi isolati, 
ma debba essere interpretata 
come un impegno continuo di 
natura giuridica, organizzati-
va e tecnica.

La protezione dei dati per-
sonali è, in Italia, un obbligo 
chiaramente disciplinato dal-
la legge. Il Regolamento gene-
rale sulla protezione dei dati 
(Unione  europea)  2016/679  
(Gdpr), il Codice in materia di 
protezione dei dati personali 
(D.lgs. 196/2003 e successive 
modifiche),  così  come le  di-
sposizioni vincolanti del Ga-
rante per la protezione dei da-
ti  personali,  definiscono  re-

quisiti precisi per le aziende 
in merito al trattamento, alla 
sicurezza e al controllo dei da-
ti personali.

«Per noi la  protezione dei 
dati è molto più di un obbligo 
burocratico:  rappresenta  
un’opportunità per costruire 
fiducia, ottimizzare i processi 
e sviluppare l’innovazione in 
modo sicuro.  Chi  integra  la  
protezione dei dati nella stra-
tegia  aziendale  rafforza  non  
solo la compliance, ma anche 
la competitività e il rapporto 
con clienti e partner», afferma 
Mara Ierace, consulente lega-
le e responsabile protezione 
dati  di  Konverto.  Quesr’ulti-
ma è una società con sede a 
Bolzano, fornitrice di servizi 
IT e telecomunicazioni con se-
de in Alto Adige, specializzato 
nella digitalizzazione azienda-
le, infrastrutture IT, sicurezza 
informatica (SOC) e soluzioni 
cloud.

Le aziende sono tenute ad 
adottare misure tecniche e or-
ganizzative  adeguate,  come  
previsto dagli articoli 24 e 32 
del Gdpr, al fine di ridurre in 
modo efficace i rischi. Tra que-
ste rientrano, in particolare, 
la chiara definizione delle re-
sponsabilità,  procedure  di  
emergenza e di gestione degli 
incidenti, il controllo degli ac-
cessi, la protezione e il bac-
kup dei dati, nonché misure 
che garantiscano disponibili-
tà e capacità di ripristino del-
le informazioni.

Il numero di attacchi infor-
matici e di violazioni dei dati è 
in costante aumento, spesso 
causato da errori umani o da 
sistemi  non  adeguatamente  
protetti.  In questo contesto,  
la protezione dei dati deve es-
sere affrontata in modo olisti-
co: accanto a un’infrastruttu-
ra  tecnologica  sicura,  sono  
fondamentali  processi  strut-

turati,  verifiche  periodiche,
piani di emergenza testati e la 
formazione e sensibilizzazio-
ne continua dei collaboratori.

Konverto affianca le azien-
de nell’attuazione concreta di 
questi requisiti attraverso so-
luzioni tecnologiche solide e 
servizi  strutturati.  L’offerta
comprende la gestione sicura 
delle infrastrutture IT, i Mana-
ged Security Services, ambien-
ti cloud controllati, soluzioni 
affidabili di backup e recove-
ry,  nonché  il  monitoraggio
continuo e l’evoluzione dei si-
stemi di sicurezza.

Nella scelta di un partner IT 
è essenziale che le soluzioni 
adottate non siano solo tecni-
camente efficaci, ma supporti-
no le aziende nel rispettare in 
modo duraturo, tracciabile e 
verificabile gli obblighi in ma-
teria  di  protezione  dei  dati  
previsti dalla normativa italia-
na ed europea.

La conclusione? «La prote-
zione dei dati non è un’opzio-
ne, ma una condizione giuridi-
camente indispensabile per il 
corretto funzionamento dei si-
stemi digitali», chiude Mara Ie-
race.
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